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1|Introduction 

Natural disasters are unexpected events that concern world-wide nations. Every year, extreme weather 

conditions, hurricanes, earthquake, droughts, floods, and heatwave cause considerable damages, monetary 

costs, mass evacuations, distresses, injuries and deaths. For instance, the tsunami that hit Japan in March 2011, 

destroyed more than 120,000 buildings, occasioned an estimated financial damage of about $199 billion 

dollars, and caused 15,894 deaths [1]. In Canada, the Fort McMurray wildfire forced over 88,000 people to 

leave their town, caused an estimated C$3.6 billion of insurance costs, destroyed about 10% of all structures 

in the town, and provoked chaos with people leaving their home with whatever they could take [2]. 

Unfortunately, the frequency and intensity of natural disasters are increasing due to climate change [3], [4]. 
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Abstract 

Every year, both natural and human-caused disasters lead to damage to infrastructure, financial costs, distress, injuries, 

and fatalities. Regrettably, climate change is enhancing the destructive capabilities of natural disasters. In this scenario, 

disaster detection and response systems based on the Internet of Things (IoT) have been suggested to manage 

disasters and emergencies more effectively by enhancing detection and Search and Rescue (SAR) operations during 

disaster response. Consequently, IoT devices are employed to gather data, which aids in identifying risks post-disaster 

and locating injured individuals. Nonetheless, relying solely on an IoT-based detection and response system may not 

be entirely adequate for emergency response in smart cities, as connectivity issues with IoT devices may arise due to 

damage in communication infrastructure or network overloads. Therefore, a new architecture is proposed for an 

intelligent disaster detection and response system tailored for smart cities. It outlines the key components of our 

proposed intelligent system and highlights the significant challenges that must be addressed in order to implement it 

successfully. 
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  When a natural disaster happens, Search and Rescue (SAR) missions must take place immediately, in order to 

maximize the chance of rescuing survivors. Indeed, the first 72 h after the occurrence of a natural disaster is 

critical for rescuing survivors [5]. While an impromptu response must occur after the occurrence of a disaster, 

the performance of a SAR mission may be diminished by the lack of suitable situational awareness and 

communication capabilities. Furthermore, the immediate response can threaten first responders’ lives if not 

properly planned, coordinated and executed. Traditionally, SAR missions are performed by well-trained 

government teams, which follow a well-defined and established international protocol. Accordingly, a 

command post is placed in a safe area, which is responsible for centralizing the information and coordinating 

SAR teams. The teams, in turn, are divided between scouts and rescuers.  

Scout teams are responsible for searching the impacted area and reporting trapped victims, live or dead, to 

the command post. Rescuer teams rely on information available at the command post for recovering the 

trapped victims. The communication between teams and the command post is often performed by 

internationally-defined annotation marks and VHF/UHF radio systems [6]. In recent years, Internet-of-

Things (IoT) has also been proposed to improve situational awareness for disaster response. The use of a 

large number of already deployed physical objects, accessed through the Internet, can supply command posts 

with more precise situational information. The improved situational awareness would them help to monitor 

the affected area and predict the occurrence of new disasters. However, IoT does not cope with the need for 

reliable and secure communication during SAR missions. Moreover, IoT devices might become inaccessible 

during disasters, as network infrastructures get clogged. 

In this paper, it is proposed a novel architecture for smart disaster prediction, discovery, and response system 

for smart cities. The proposed architecture relies on the following five main building blocks: 1) smart sensing 

for data acquisition, 2) smart processing for knowledge discovery and disaster detection and prediction, 3) 

smart response to support timely, coordinately and effective SAR missions, 4) wireless ad hoc networking of 

everything for data exchange among entities in the proposed smart system, and 5) privacy and security for 

empowering a reliable and secure system, which will ensure data integrity, privacy and users’ anonymity. 

The main contributions of this paper are threefold: a review of the state-of-the-art of solutions for disaster 

discovery and response; the design of an innovative smart system for disaster prediction, discovery and 

response for smart cities; a thorough discussion of the fundamental challenges that must be tackled in order 

to enable our envisioned smart system. 

The remaining of this paper is organized as follows. Section 2 presents our proposed smart system for disaster 

prediction, detection, and response for smart cities. Finally, Section 3 presents the conclusion and future 

work. 

2|The Proposed Smart System 

This section proposes a smart system for disaster prediction, detection, and response tailored for smart cities. 

The envisioned system, illustrated in Fig. 1, relies on five main building blocks, briefly outlined below: 

I. The smart sensing component will handle the challenges and enable people-centric and IoT-centric 

opportunistic and participatory sensing for data collection related to disaster and emergency events. 

II. The processing component will address the challenges towards efficient and timely knowledge discovery 

from multimedia mobile big data, in order to detect and predict disasters and estimate their consequences. 

III. The smart response component will provide the technological foundations for the prompt, safer and 

collaborative disaster response. 

IV. The mobile wireless ad hoc networking of everything component will supply the need for ubiquitous 

connectivity and communications demanded for the efficient interaction among the smart sensing, 

processing, and smart response components, as well as the collaboration between SAR teams. 
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  V. Finally, the privacy and security component will provide the mechanisms to ensure data integrity, data and 

network security and the anonymity of involved users in all the stages of a disaster prediction and response 

mission. 

The following sections provide a detailed discussion of the components in the proposed smart system for 

disaster prediction, detection, and response in smart cities. 

2.1|Smart Sensing for Disaster Monitoring 

Data collection for disaster prediction and detection is a daunting task. Traditionally, environment-related 

data is acquired from video cameras, meteorological sensors (e.g., devices to measure precipitation, wind 

speed, solar radiation, air temperature, humidity, pressure, and evaporation), magnetic sensors, acoustic 

detectors, passive infrared and radars. Collected data are then used to detect incoming natural disasters (e.g., 

hurricanes), estimate the destructive power of such events and, more importantly, alert and plan crowd 

evacuation when needed. In these systems, an emerging approach is the data acquisition from Online Social 

Networks (OSNs). In this approach, data collection from OSN is explored for real-time situational awareness 

of ongoing disasters and emergencies [7], that is, to observe how a disaster or emergency is developing and 

how it is affecting people or a given area.  

Data from Twitter, for instance, has been used to predict flu trends [8] and monitor Dengue epidemics [9]. 

The use of OSN enables real-time disaster monitoring and serves as a channel for issuing warnings, alerts and 

orientations from police, and other municipalities, to civilians. However, data filtering, information credibility 

check, data indexing and semantic analysis are examples of the critical challenges that must be addressed when 

using OSN for disaster monitoring. Our proposed smart sensing component for disaster prediction, detection 

and response not only include the aforementioned approaches but it proposes the exploration of people-

centric (participatory and opportunistic sensing) and IoT-centric sensing. People-centric sensing takes 

advantage of in-built sensors of users’ smartphones [10], [11], such as microphones, video cameras, 

accelerometer, compass, and gyroscope, to collect sensed data from specific issued queries of variables of 

interest. A typical work-flow of a people-centric campaign is illustrated in Fig. 2. Conversely, IoT-centric 

sensing takes advantage of the proliferation of IoT devices to collect data of interest. In the following, we 

provide more details about these considered approaches [12], [13]. 

2.1.1|Participatory sensing 

This approach consists of sensing campaigns where mobile users are recruited for large-scale monitoring. 

Citywide monitoring would not be possible with traditional wireless sensor networking technologies. This is 

due to the challenges for such wide coverage need. In contrast, mobile participatory sensing overcomes the 

necessity of deploying millions of heterogeneous sensors for citywide-scale monitoring. Accordingly, 

recruited mobile users use their portable devices (smartphones) to sense variables of interest, while obeying 

spatial and temporal requirements. After the sensing phase, these devices report collected data to the service 

provider. Challenges in people-centric participatory sensing include the proposal of incentive mechanisms, 

user selection based on the requirements of the sensing application, resource management of the users’ smart 

devices and low cost and efficient communication for data delivery. 

2.1.2|Opportunistic sensing 

This approach resembles the above mentioned participatory sensing approach in the sense that it also relies 

on the use of mobile users’ smart devices for collecting data on variables of interest. However, opportunistic 

sensing does not incur in the active participation of the device custodian. Accordingly, the mobile device will 

autonomously collect data of a given event, when its state meets the applications’ requirement (e.g., 

geographic location) and it has the permission of the custodian to autonomously attend sensing requests. 

Moreover, additional constraints may take place, for instance, resource utilization and energy level. As soon 

devices collect data from the variables of interest, they report the collected data to the service provider. 
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  2.1.3|IoT-centric sensing 

This approach consists in the use IoT devices to collect data from variables of interest. An overall architecture, 

based on the works [13], [14], is illustrated in Fig. 3. The proliferation of IoT devices and the advances in 

machine-to-machine communication and cloud infrastructure have empowered IoT-centric sensing 

infrastructures and Sensing-as-a-Service (SaaS) systems. Accordingly, data collected from IoT devices are 

periodically reported, upon the permission of IoT devices’ owners, for a sensing service provider. The sensing 

service provider is then responsible for receiving and processing collected data, and supply the demand of 

data consumers. 

Fig. 1. The proposed smart system for disaster prediction, discovery and response for smart cities. 

Fig. 2. Generic people-centric sensing architecture. 

 

Fig. 3. Generic IoT-centric sensing architecture. 

 

2.2|Processing 

Multimedia data processing is the next big challenge for empowering our envisioned smart system for disaster 

prediction, detection, and response for smart cities. The importance of this component goes beyond the 

disaster detection and prediction. The proper processing of and knowledge extraction from multimedia big 

data will be used for providing improved information for civilians and SAR teams [6], to assist the preparation 

of disaster recovery plans [15], and to better assess the socio-spatial impact of disasters [16]. 
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  The processing component of the propose smart system must be able of detecting and predicting events of 

interests, from multimedia noisy unstructured data. As discussed in the previous section, OSNs will represent 

a primary source of data for disaster detection and prediction. Hence, the processing component of our 

system will implement web crawlers for the acquisition of streaming data from OSNs. This procedure will 

also implement indexing mechanism to facilitate further data storage and knowledge discovery processes. 

Moreover, anonymity and privacy will be implemented to guarantee the use and leak of users’ data 

independently of these data being publicly shared in OSNs. 

In addition, statistical tools will be used for data preprocessing. The data pre-processing will consist of data 

filtering and removal of noisy data, as well as in the summarization of multimedia big data collected from 

smart sensing in smart cities. This step is fundamental for reducing the large volume of collected data, without 

diminishing their significance of course, for a further fast and efficient processing of them. 

Furthermore, machine learning algorithms will be applied for disaster detection. Supervised learning 

algorithms will be used to timely detect the occurrence of disasters. To do so, data from pre-disasters and 

post-disasters, as well as data reported during a disaster occurrence, will be used for training supervised 

learning algorithms. Moreover, data from weather, traffic, human mobility, popular hashtags and trends in 

OSN, as well as sentiment analysis, will be used to boost the models and machine learning algorithms aimed 

to promptly detect disasters. The timely detection of natural events is demanding for efficient evacuation and 

SAR plans, in order to minimize damages and maximize live rescue victims after disasters. 

Finally, disaster prediction will have a fundamental role in the processing component of our proposed smart 

system. Multimedia big data collected from OSN and sensors in the city will be used for accurately predicting 

the occurrence of disasters. 

2.3|Smart Response 

In this smart system, the smart response component will encompass the technological apparatus to aid first 

responders during SAR missions. Traditionally, SAR missions are performed by specialized teams from the 

government (e.g., firefighters). These teams act following well-defined and rigid protocols. They use 

VHF/UHF radio systems for coordination and information exchange. This approach is disadvantageous in 

the sense that it does not 1) naturally support collaborative missions with the assistance of civilians, 2) ensure 

efficient communication among teams during post-disaster missions, and 3) guarantee the safety of involved 

people in SAR missions. 

Fig. 4. Mobile wireless ad hoc networking of everything. 

The proposal involves using wearable sensors and autonomous devices to enhance monitoring, 

communication, collaboration, and actuation in SAR missions. First responders, equipped with smart glasses, 

watches, and other wearable devices, can interact with smart buildings and environments, improving 

situational awareness, localization, hazard alerts, and victim rescue. These devices will continuously collect 

data from both the environment and responders, supporting SAR and evacuation planning, collaboration, 

and future training. Wearables will also enhance safety by monitoring responders’ health through biometric 
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  sensors, tracking vital signs like temperature, heartbeat, and respiration. This data enables real-time safety 

assessments, alerts, and support during hazardous situations. 

Finally, the smart response is empowered by a mobile wireless ad hoc network (Fig. 4). Since disasters can 

impair communication infrastructure, the proposed city-wide ad hoc network of IoT devices, wearables, 

vehicular technologies, and remaining sensors will ensure information flow using available infrastructure and 

mobile drone-based stations when necessary . 

Table 1. Sensor specifications and data transmission rates. 

 

 

 

 

Table 1 provides an overview of typical sensor specifications used in IoT-based disaster detection. The data 

transmission rates and battery life indicate each sensor’s sustainability and performance under prolonged 

usage during disaster events. 

Eq. (1) is the data aggregation model. 

where 

I. Dagg represents the aggregated data from multiple sensors. 

II. wi is the weight assigned to each sensor based on reliability and data accuracy. 

III. di denotes the data value from the ith sensor. 

This equation models the aggregation of sensor data for efficient disaster prediction and detection, taking 

into account the reliability of each sensor to optimize overall accuracy. 

Eq. (2) is the network delay prediction model. 

where 

I. L is the total latency in data transmission. 

II. D represents the data size. 

III. B denotes the bandwidth capacity. 

IV. tj accounts for additional delays at each network hop j. 

This latency model predicts data transmission delays in a mobile ad hoc network (MANET), ensuring real-

time disaster data is transmitted effectively despite potential connectivity issues. These supplementary details 

offer additional context and quantitative insights, further supporting the system’s implementation and 

performance in real-world scenarios. 

3|Conclusion 

This paper proposed a smart system for disaster detection, prediction, and response for smart cities. It 

designed the main five building blocks of the envisioned system, as well as highlighted the main technologies 

Sensor Type Data Collected Transmission Rate Battery Life 

Temperature sensor Temperature variations 1 Hz 1 year 

Pressure sensor Barometric pressure 0.5 Hz 2 years 

Biometric sensor Heart rate, body temperature 2 Hz 6 months 

Acoustic sensor Sound level and frequency 1 Hz 1 year 

Dagg =∑wi × di

n

i=1

, (1) 

L =
D

B
+∑tj

m

j=1

, (2) 
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  to be considered in each building block. Finally, the motivation for the interaction between the components 

of our system was highlighted, as well as how these interactions will happen. 

Acknowledgments 

This work is partially supported by NSERC Strategic OpContent Project, NSERC CREATE TRANSIT 

Program, NSERC Strategic DIVA Network Research Program and Canada Research Chairs Program. 

Author Contributaion 

Rashmi Singha: conceptualisation of the study, methodology development, writing of the original draft, data 

analysis, implementation of load balancing algorithms, and published version of manuscript review. 

Funding 

This research recieved no external funding. 

Data Availability 

The data used and analyzed during the current study are available from the corresponding author upon 

reasonable request. 

Conflicts of Interest 

The author declares no conflicts of interest regarding the publication of this paper. These sections should be 

tailored to reflect the specific details and contributions if necessary. 

References 

[1]  Oskin, B. (2022). Japan earthquake & tsunami of 2011: Facts and information. LiveScience. 

https://www.livescience.com/39110-japan-2011-earthquake-tsunami-facts.html 

[2]  BBC News. (2018). Fort McMurray, one year after the massive fire known as ‘the beast.’ 

https://www.bbc.com/news/world-us-canada-39726483 

[3]  Papadopoulos, T., Gunasekaran, A., Dubey, R., Altay, N., Childe, S. J., & Fosso-Wamba, S. (2017). The role 

of Big Data in explaining disaster resilience in supply chains for sustainability. Journal of cleaner production, 

142, 1108–1118. https://doi.org/10.1016/j.jclepro.2016.03.059 

[4]  Public Safety Canada. (2018). An emergency management framework for Canada, third edition. 

https://www.publicsafety.gc.ca/cnt/rsrcs/pblctns/2017-mrgnc-mngmnt-frmwrk/2017-mrgnc-mngmnt-

frmwrk-en.pdf 

[5]  Fiedrich, F., Gehbauer, F., & Rickers, U. (2000). Optimized resource allocation for emergency response 

after earthquake disasters. Safety science, 35(1–3), 41–57. https://doi.org/10.1016/S0925-7535(00)00021-7 

[6]  Ochoa, S. F., & Santos, R. (2015). Human-centric wireless sensor networks to improve information 

availability during urban search and rescue activities. Information fusion, 22, 71–84. 

https://doi.org/10.1016/j.inffus.2013.05.009 

[7]  Yin, J., Lampert, A., Cameron, M., Robinson, B., & Power, R. (2012). Using social media to enhance 

emergency situation awareness. IEEE intelligent systems, 27(06), 52–59. https://doi.org/10.1109/MIS.2012.6 

[8]  Achrekar, H., Gandhe, A., Lazarus, R., Yu, S. H., & Liu, B. (2011). Predicting flu trends using twitter data. 

2011 IEEE conference on computer communications workshops (infocom wkshps) (pp. 702–707). IEEE. 

https://doi.org/10.1109/INFCOMW.2011.5928903 

[9]  Gomide, J., Veloso, A., Meira, W., Almeida, V., Benevenuto, F., Ferraz, F., & Teixeira, M. (2011). Dengue 

surveillance based on a computational model of spatio-temporal locality of twitter [presentation]. Proceedings of 

the 3rd international web science conference, websci 2011 (pp. 1–8). 

https://doi.org/10.1145/2527031.2527049 



 Singha|Risk Assess. Manage. Decis. 1(2) (2024) 252-259 

 

259

 

  [10]  Campbell, A. T., Eisenman, S. B., Lane, N. D., Miluzzo, E., Peterson, R. A., Lu, H., … & Ahn, G. S. (2008). 

The rise of people-centric sensing. IEEE internet computing, 12(4), 12–21. 

https://doi.org/10.1109/MIC.2008.90 

[11]  Lane, N. D., Miluzzo, E., Lu, H., Peebles, D., Choudhury, T., & Campbell, A. T. (2010). A survey of 

mobile phone sensing. IEEE communications magazine, 48(9), 140–150. 

https://doi.org/10.1109/MCOM.2010.5560598 

[12]  Dey, D., Majumder, A., Agrawal, Y., Tewari, S., & Mohapatra, H. (2025). Smart mobility revolution: 

harnessing IoT, sensors, and cloud computing for intelligent automobiles in the urban landscape. In 

Sustainable smart cities and the future of urban development (pp. 143–164). IGI Global Scientific Publishing. 

https://doi.org/ 10.4018/979-8-3693-6740-7.ch006 

[13]  Pratap, A., Nayan, H., Panda, P., & Mohapatra, H. (2024). Emerging technologies and trends in the 

future of smart cities and IoT: A review. Journal of network security computer networks, 10(2), 28–38. 

https://matjournals.net/engineering/index.php/JONSCN/article/view/606 

[14]  Sheng, X., Tang, J., Xiao, X., & Xue, G. (2013). Sensing as a service: Challenges, solutions and future 

directions. IEEE sensors journal, 13(10), 3733–3741. https://doi.org/10.1109/JSEN.2013.2262677 

[15]  Perera, C., Zaslavsky, A., Christen, P., & Georgakopoulos, D. (2014). Sensing as a service model for smart 

cities supported by Internet of Things. Transactions on emerging telecommunications technologies, 25(1), 81–

93. https://doi.org/10.1002/ett.2704 

[16]  Landwehr, P. M., Wei, W., Kowalchuck, M., & Carley, K. M. (2016). Using tweets to support disaster 

planning, warning and response. Safety science, 90, 33–47. https://doi.org/10.1016/j.ssci.2016.04.012 

[17]  Shelton, T., Poorthuis, A., Graham, M., & Zook, M. (2014). Mapping the data shadows of Hurricane 

sandy: Uncovering the sociospatial dimensions of “big data.” Geoforum, 52, 167–179. 

https://doi.org/10.1016/j.geoforum.2014.01.006 

 

 

 

 


